Encrypted survey data stored in
Peek-managed cloud-based AWS? server
for duration of data collection

Personal data is held

on local devices and

doesn’t get shared to
RAAB servers

RAAB user (Pl), RAAB Trainer and
RAAB Support Team at LSHTM access
in-flight survey data for monitoring
and data cleaning purposes via

password-protected Peek-developed
web browser (RAAB7 Admin)

Survey data collected
via the RAAB7 app
on an encrypted,
password-protected
android device'

Following survey closure,
RAAB user can immediately
generate reports or download
a copy of data
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Once data collection complete, RAAB user closes
survey via RAAB7 Admin which locks dataset.
RAAB user chooses level of access to provide to
RAAB Repository Website: key outputs only,
survey reports or participant-level data
(for download to registered users)
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A copy of the survey metadata,
reports and survey data is passed
to LSHTM's protected RAAB
Repository database for permanent
storage/safekeeping?
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Following 18 month embargo period
and in line with permissions granted by
Pl, data becomes available on
RAAB Repository website*

! Includes written, informed consent from participants that data will be used in this way and shared on repository
2 Amazon Web Server

3 Protected RAAB Repository database held on LSHTM server
4 RAAB Repository (built by Manta Ray Media and managed by LSHTM) will draw in RAAB7 data from Peek-managed server via APl in line with permissions granted




